
29599 Federal Register / Vol. 77, No. 97 / Friday, May 18, 2012 / Notices 

confirmed compromise, there is a risk of 
harm to the security or integrity of this 
system or other systems or programs 
(whether maintained by CPSC or 
another agency or entity) that rely upon 
the compromised information; and (3) 
the disclosure made to such agencies, 
entities, and persons is reasonably 
necessary to assist in connection with 
the CPSC’s efforts to respond to the 
suspected or confirmed compromise 
and prevent, minimize, or remedy such 
harm. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Records are maintained in hard copy. 

RETRIEVABILITY: 
Records are indexed alphabetically by 

name of individual claimant. 

SAFEGUARDS: 
Records are maintained in a file 

cabinet in a secured area. Access to such 
area is limited to persons whose official 
duties require such access. 

RETENTION AND DISPOSAL: 
Records are retained permanently. 

SYSTEM MANAGER(S) AND ADDRESS: 
General Counsel, Consumer Product 

Safety Commission, 4330 East West 
Highway, Bethesda, MD 20814. 

NOTIFICATION PROCEDURE: 
Freedom of Information/Privacy Act 

Officer, Office of the Secretariat, 
Consumer Product Safety Commission, 
4330 East West Highway, Bethesda, MD 
20814. 

RECORD ACCESS PROCEDURES: 
Same as notification. 

CONTESTING RECORD PROCEDURES: 
Same as notification. 

RECORD SOURCE CATEGORIES: 
Information is provided by: (1) The 

individual to whom the record pertains; 
(2) CPSC and/or its employees; (3) 
affidavits, statements, or testimony of 
witnesses; (4) official documents 
relating to the claim; (5) correspondence 
from organizations or persons involved. 

SYSTEM NAME 

CPSC–4, HOTLINE DATABASE 

SYSTEM LOCATION: 
Systems Integration Incorporated, 

8201 Corporate Drive, Suite 300, 
Landover, MD 20785. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Persons who contact the Consumer 
Product Safety Commission to report a 

consumer product associated injury, 
illness, death, incident, or perceived 
hazard associated with consumer 
products and other persons identified 
by the reporting persons as victims of 
consumer product associated incidents. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Information about accidents, injuries, 

illnesses, deaths, and suspected safety 
hazards associated with consumer 
products. The records contain free-form 
narratives, and a variety of fields 
dedicated to specific data about 
different types of products or incidents. 
Records contain personal information, 
such as the name, address, and 
telephone number of the person 
submitting the information, and in some 
cases, the name of the victim, if 
different. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Section 5 of the Consumer Product 

Safety Act, 15 U.S.C. 2054. 

PURPOSE(S): 
To collect data on hazards, defects, 

injuries, illnesses, and deaths associated 
with consumer products; to respond to 
inquiries from the public; to record 
personal information to permit further 
interaction with persons submitting data 
or persons named by those who submit 
data; to further public safety by helping 
determine the cause of injuries and 
deaths associated with consumer 
products. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

1. Records are disclosed to contractor 
personnel who operate the Consumer 
Product Safety Commission’s Hotline 
and who enter data into the database. 

2. Copies of records are mailed to 
callers for their verification of the 
information provided. 

3. Copies of records may be sent to 
sources of consumer products identified 
in the records (e.g., manufacturers, 
distributors, or retailers) and may be 
distributed to others, but any personal 
identifying information is deleted before 
such disclosure, unless permission to 
disclose such personal identifying 
information has been explicitly granted, 
in writing, by the person in question. 

4. Copies of records may be sent to 
other governmental agencies having 
apparent jurisdiction over the products 
or hazards disclosed in a record. 

5. Disclosure may be made to 
appropriate agencies, entities, and 
persons when: (1) CPSC suspects or has 
confirmed that the security or 
confidentiality of information in the 
system of records has been 
compromised; (2) CPSC has determined 

that as a result of the suspected or 
confirmed compromise, there is a risk of 
harm to the security or integrity of this 
system or other systems or programs 
(whether maintained by CPSC or 
another agency or entity) that rely upon 
the compromised information; and (3) 
the disclosure made to such agencies, 
entities, and persons is reasonably 
necessary to assist in connection with 
the CPSC’s efforts to respond to the 
suspected or confirmed compromise 
and prevent, minimize, or remedy such 
harm. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

The contractor shall maintain records 
in a computer database management 
system on a local and wide-area 
network. Paper copies of individual 
computer records are made by the 
Hotline staff and are stored by month 
and by the name of the person who 
contacted the Hotline. Other paper 
copies are made available to 
Commission staff but are not stored by 
name or other individual identifier. 

RETRIEVABILITY: 

Records are retrievable by a variety of 
fields, including the name of the person 
who submitted the information. 

SAFEGUARDS: 

Access to the computer records 
requires the use of two passwords: One 
to access the agency’s computer network 
and another to access the database. 
Access is limited to those with a 
particular need to know the 
information—select Commission 
employees and the contractor 
employees who operate the Hotline. 

RETENTION AND DISPOSAL: 

Records are maintained indefinitely. 

SYSTEM MANAGER(S) AND ADDRESS: 

Hotline Contract Officer, Office of 
Communications, Consumer Product 
Safety Commission, 4330 East West 
Highway, Bethesda, MD 20814. 

NOTIFICATION PROCEDURE: 

Freedom of Information/Privacy Act 
Officer, Office of the Secretariat, 
Consumer Product Safety Commission, 
4330 East West Highway, Bethesda, MD 
20814. 

RECORD ACCESS PROCEDURES: 

Same as notification. 

CONTESTING RECORD PROCEDURES: 

Same as notification. 
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RECORD SOURCE CATEGORIES: 
Information in these records is 

initially supplied by persons who 
contact the Commission. The 
Commission may solicit additional or 
verifying information from those 
persons or from other persons who were 
identified as victims. 

SYSTEM NAME 

CPSC–7, ENFORCEMENT AND INVESTIGATION 
FILES 

SYSTEM LOCATION: 
Office of Compliance and Field 

Operations, Office of Import 
Surveillance and Inspection, and Office 
of the General Counsel, Consumer 
Product Safety Commission, 4330 East 
West Highway, Bethesda, MD 20814. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals who are the authors or 
recipients of, or mentioned in, 
documents received by, or generated by, 
the Consumer Product Safety 
Commission in preparation for, or the 
conduct of, potential or actual 
administrative or judicial enforcement 
actions, and individuals mentioned in 
such documents. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Memoranda, correspondence, test 

reports, injury reports, notes, and any 
other documents relating to the 
preparation for, or conduct of, potential 
or actual administrative or judicial 
enforcement actions. The materials may 
contain personal information as well as 
purely legal and technical information. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
15 U.S.C. 1194, 1195, 1196, 1264, 

1265, 2069, 2070. 

PURPOSE(S): 
These files are used by Commission 

attorneys, compliance officers, and 
supporting technical staff investigating 
product hazards and enforcing the 
Commission’s statutory authority. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

1. These records may be cited and 
quoted in the course of enforcement 
negotiations, and in pleadings filed with 
an adjudicative body and served on 
opposing counsel. 

2. They may be disclosed to the 
Department of Justice in connection 
with the conduct of litigation. 

3. Disclosure may be made to 
appropriate agencies, entities, and 
persons when (1) CPSC suspects or has 
confirmed that the security or 
confidentiality of information in the 

system of records has been 
compromised; (2) CPSC has determined 
that as a result of the suspected or 
confirmed compromise there is a risk of 
harm to the security or integrity of this 
system or other systems or programs 
(whether maintained by CPSC or 
another agency or entity) that rely upon 
the compromised information; and (3) 
the disclosure made to such agencies, 
entities, and persons is reasonably 
necessary to assist in connection with 
the CPSC’s efforts to respond to the 
suspected or confirmed compromise 
and prevent, minimize, or remedy such 
harm. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Records are stored in file folders or 

computer files or both. 

RETRIEVABILITY: 
Paper records may be filed by and 

retrievable by name of the document’s 
author or addressee or by other indicia. 
Computer records are indexed by, and 
retrievable by the names and other 
indicia of authors and addressees, and 
may permit retrieval by names 
elsewhere in documents. 

SAFEGUARDS: 
Paper records are kept in secure areas. 

Computer records are protected by 
passwords available only to staff with a 
need to know. 

RETENTION AND DISPOSAL: 
Records are kept indefinitely. 

SYSTEM MANAGER(S) AND ADDRESS: 

General Counsel; Director, Office of 
Compliance and Field Operations; and 
Director, Office of Import Surveillance 
and Inspection, Consumer Product 
Safety Commission, 4330 East West 
Highway, Bethesda, MD 20814. 

NOTIFICATION PROCEDURE: 

Freedom of Information/Privacy Act 
Officer, Office of the Secretariat, 
Consumer Product Safety Commission, 
4330 East West Highway, Bethesda, MD 
20814. 

RECORD ACCESS PROCEDURES: 

Same as notification. 

CONTESTING RECORD PROCEDURES: 

Same as notification. 

RECORD SOURCE CATEGORIES: 

These records come from 
organizations and individuals under 
investigation; from Commission 
attorneys, compliance officers, 
investigators, and supporting technical 

staff; and from other sources of 
information relevant to an investigation 
or adjudication. 

SYSTEMS EXEMPTED FROM CERTAIN PROVISIONS 
OF THE ACT: 

All portions of this system of records 
which fall within 5 U.S.C. 552a(k)(2) 
(investigatory materials compiled for 
law enforcement purposes) are exempt 
from 5 U.S.C. 552a(c)(3), (mandatory 
accounting of disclosures); 5 U.S.C. 
552a(d), (access by individuals to 
records that pertain to them); 5 U.S.C. 
552a(e)(1), (requirement to maintain 
only such information as is relevant and 
necessary to accomplish an authorized 
agency purpose); 5 U.S.C. 552a(e)(4)(G), 
(mandatory procedures to notify 
individuals of the existence of records 
pertaining to them); 5 U.S.C. 
552a(e)(4)(H), (mandatory procedures to 
notify individuals how they can obtain 
access to and contest records pertaining 
to them); and 5 U.S.C. 552a(e)(4)(I), 
(mandatory disclosure of record source 
categories); as well as the Commission’s 
regulations in 16 CFR Part 1014 which 
implement these statutory provisions. 

SYSTEM NAME 

CPSC–9, GENERAL COUNSEL TRACKING SYSTEM 

SYSTEM LOCATION: 

Office of the General Counsel, 
Consumer Product Safety Commission, 
4330 East West Highway, Bethesda, MD 
20814. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Attorneys working in the Office of the 
General Counsel. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Descriptions and dates of 
assignments; comments; starting and 
completion dates; due dates; names of 
attorneys to whom assignments are 
given; names of divisions within the 
Office of the General Counsel. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

44 U.S.C. 3101; 15 U.S.C. 2051 et seq.; 
16 CFR 1000.14. 

PURPOSE(S): 

To manage the workflow in the Office 
of the General Counsel; to assure timely 
completion of assignments; to respond 
to queries from other units of the 
Consumer Product Safety Commission; 
to assist in evaluating attorney 
performance. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Disclosure may be made to 
appropriate agencies, entities, and 
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