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information, data relevant to a 
Commission decision concerning the 
hiring or retention of an employee, the 
issuance of a security clearance to an 
employee, or other administrative action 
concerning an employee. 

2. To the Office of Personnel 
Management in their role as an 
investigating agency, and in their role as 
the agency responsible for conducting a 
continuing assessment of agency 
compliance with federal personnel 
security and suitability program 
requirements. 

3. To the Office of Personnel 
Management for use in other personnel 
matters. 

4. Disclosure may be made to 
appropriate agencies, entities, and 
persons when (1) CPSC suspects or has 
confirmed that the security or 
confidentiality of information in the 
system of records has been 
compromised; (2) CPSC has determined 
that as a result of the suspected or 
confirmed compromise there is a risk of 
harm to the security or integrity of this 
system or other systems or programs 
(whether maintained by CPSC or 
another agency or entity) that rely upon 
the compromised information; and (3) 
the disclosure made to such agencies, 
entities, and persons is reasonably 
necessary to assist in connection with 
the CPSC’s efforts to respond to the 
suspected or confirmed compromise 
and prevent, minimize, or remedy such 
harm. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Records are maintained in file folders 

and on computer based media. 

RETRIEVABILITY: 
Records are indexed alphabetically by 

name. 

SAFEGUARDS: 
Records are maintained in a safe-type 

combination lock file cabinet in the 
custody of the Office of Human 
Resources Management. Access is 
limited to the Personnel Security 
Officer, the Deputy Director, Office of 
Human Resources Management. 

RETENTION AND DISPOSAL: 
Records are maintained at the 

Consumer Product Safety Commission 
for at least two years from the date of 
any final decision placed in the record. 

SYSTEM MANAGER(S) AND ADDRESS: 
Deputy Director, Office of Human 

Resources Management, Consumer 
Product Safety Commission, 4330 East 
West Highway, Bethesda, MD 20814. 

NOTIFICATION PROCEDURE: 
Freedom of Information/Privacy Act 

Officer, Office of the Secretariat, 
Consumer Product Safety Commission, 
4330 East West Highway, Bethesda, MD 
20814. 

RECORD ACCESS PROCEDURES: 
Same as notification. The Freedom of 

Information/Privacy Act Officer will 
forward the request to the agency which 
conducted the investigation, which will 
make the final determination. 

CONTESTING RECORD PROCEDURES: 
Same as access. 

RECORD SOURCE CATEGORIES: 
Office of Personnel Management 

reports and reports from other federal 
agencies. 

SYSTEM NAME 

CPSC–23, EQUAL EMPLOYMENT OPPORTUNITY 
(EEO) DISABILITY/ACCOMMODATION FILES 

SYSTEM LOCATION: 
Office of Equal Employment 

Opportunity and Minority Enterprise, 
Consumer Product Safety Commission, 
4330 East West Highway, Bethesda, MD 
20814. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals who initiate reasonable 
accommodation requests pursuant to 
Rehabilitation Act and Americans with 
Disabilities Act. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Correspondence and email requests 

for information submitted to the 
Commission regarding the request for 
reasonable accommodation, e.g., 
employee name, address, city, state, 
telephone number and other pertinent 
information related to their disability. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Rehabilitation Act, 29 U.S.C. 794, and 

Americans with Disabilities Act, 42 
U.S.C. 12101. 

PURPOSE(S): 
These records are used by 

Commission staff responding to a 
request for reasonable accommodation 
so that requests can be tracked, 
evaluated and responded to accurately 
and in a timely manner. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

1. For the official use of those with a 
need to know. This may include the 
deciding official, the appellate 
authority, the Personnel Director, the 
Disability Program Manager, and the 
Office of the General Counsel. 

2. Disclosure may be made to a 
congressional office from the record of 
an individual in response to an inquiry 
from the congressional office made at 
the request of that individual. 

3. To disclose, in response to a 
request for discovery or for appearance 
of a witness, information that is relevant 
to the subject matter involved in a 
pending judicial or administrative 
proceeding. 

4. Disclosure may be made to 
appropriate agencies, entities, and 
persons when (1) CPSC suspects or has 
confirmed that the security or 
confidentiality of information in the 
system of records has been 
compromised; (2) CPSC has determined 
that as a result of the suspected or 
confirmed compromise there is a risk of 
harm to the security or integrity of this 
system or other systems or programs 
(whether maintained by CPSC or 
another agency or entity) that rely upon 
the compromised information; and (3) 
the disclosure made to such agencies, 
entities, and persons is reasonably 
necessary to assist in connection with 
the CPSC’s efforts to respond to the 
suspected or confirmed compromise 
and prevent, minimize, or remedy such 
harm. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

Records will be maintained in hard 
copy in file folders or on computer disk/ 
drive. 

RETRIEVABILITY: 

Records will be indexed and retrieved 
by name. 

SAFEGUARDS: 

Records are maintained in locked files 
in a secured area and access is limited 
to those persons whose official duties 
require such access. 

RETENTION AND DISPOSAL: 

Records are maintained for three years 
from date of final action and then 
destroyed. 

SYSTEM MANAGER(S) AND ADDRESS: 

Director, Office of Equal Employment 
Opportunity and Minority Enterprise, 
Consumer Product Safety Commission, 
4330 East West Highway, Bethesda, MD 
20814. 

NOTIFICATION PROCEDURE: 

Freedom of Information/Privacy Act 
Officer, Office of the Secretariat, 
Consumer Product Safety Commission, 
4330 East West Highway, Bethesda, MD 
20814. 
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RECORD ACCESS PROCEDURES: 
Same as notification. 

CONTESTING RECORD PROCEDURES: 
Same as notification. 

RECORD SOURCE CATEGORIES: 
Information in these records is 

furnished by: (1) Individual to whom 
the record pertains; (2) Agency officials; 
(3) Affidavits or statements from 
employee; (4) Testimonies of witnesses; 
(5) Official documents relating to 
appeal, grievance, or complaints; (6) 
Correspondence from specific 
organizations or persons. 

SYSTEM NAME 

CPSC–24, RESPIRATOR PROGRAM MEDICAL 
REPORTS 

SYSTEM LOCATION: 
Office of Facilities Services, 

Consumer Product Safety Commission, 
4330 East West Highway, Bethesda, MD 
20814. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

CPSC employees whose jobs may 
require them to wear respirators. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Medical reports indicating (a) 

approval or disapproval for an 
employee’s use of respirators; (b) 
allowable level of exertion and any 
medical conditions relevant to the use 
of respirators; and (c) recommended 
interval until next medical evaluation. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
29 CFR 1910.134(b)(10). 

PURPOSE(S): 
These records are used to keep track 

of employees who are authorized to 
work in hazardous environments 
requiring the use of respirators and to 
schedule repeat medical examinations 
for those employees. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Disclosure may be made to 
appropriate agencies, entities, and 
persons when (1) CPSC suspects or has 
confirmed that the security or 
confidentiality of information in the 
system of records has been 
compromised; (2) CPSC has determined 
that as a result of the suspected or 
confirmed compromise there is a risk of 
harm to the security or integrity of this 
system or other systems or programs 
(whether maintained by CPSC or 
another agency or entity) that rely upon 
the compromised information; and (3) 
the disclosure made to such agencies, 
entities, and persons is reasonably 

necessary to assist in connection with 
the CPSC’s efforts to respond to the 
suspected or confirmed compromise 
and prevent, minimize, or remedy such 
harm. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Records are maintained in hard copy. 

RETRIEVABILITY: 
Records are retrieved by name of 

employee. 

SAFEGUARDS: 
Records are maintained in a 

combination lock safe-type filing 
cabinet. 

RETENTION AND DISPOSAL: 
Records are maintained until 

termination of employment with CPSC. 

SYSTEM MANAGER(S) AND ADDRESS: 
Director, Office of Facilities Services, 

Consumer Product Safety Commission, 
4330 East West Highway, Bethesda, MD 
20814. 

NOTIFICATION PROCEDURE: 
Freedom of Information/Privacy Act 

Officer, Office of the Secretariat, 
Consumer Product Safety Commission, 
4330 East West Highway, Bethesda, MD 
20814. 

RECORD ACCESS PROCEDURES: 
Same as notification. 

CONTESTING RECORD PROCEDURES: 
Same as notification. 

RECORD SOURCE CATEGORIES: 

Information is provided by the 
medical facility performing the medical 
evaluations. The evaluation is based in 
part on information provided by the 
employee to the medical facility. 

SYSTEM NAME 

CPSC–25, FOIA EXPRESS SYSTEM OF RECORDS 
(FOIAXPRESS) 

SYSTEM LOCATION: 
Office of the Secretariat, Consumer 

Product Safety Commission, 4330 East 
West Highway, Bethesda, MD 20814. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals who request information 
from the Consumer Product Safety 
Commission pursuant to the Freedom of 
Information Act or Privacy Act. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Correspondence and email requests 
for information submitted to the 
Commission which may contain 

personal information about individuals, 
e.g., name, address, city, state, 
telephone number, fax and email 
address and other pertinent information 
related to processing and responding to 
their FOIA and/or Privacy Act request. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

5 U.S.C. 552 and 5 U.S.C. 552a. 

PURPOSE(S): 

These records are used by 
Commission staff responding to the 
request for information so that requests 
can be tracked and responded to 
accurately and in a timely manner. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

1. These records are used to record 
the requesting individual’s address so a 
response can be forwarded. 

2. These records are used to record 
the specific information that the 
individual is seeking so that the 
information we provide is responsive to 
the request. 

3. Staff will search the records to 
determine which requests have been 
filled and which are still pending. 

4. CPSC will use these records to 
prepare an annual report of FOIA 
activities at the end of each fiscal year 
and submit the report to the Attorney 
General, through the Department of 
Justice, Office of Information and 
Privacy. 

5. Disclosure may be made to 
appropriate agencies, entities, and 
persons when (1) CPSC suspects or has 
confirmed that the security or 
confidentiality of information in the 
system of records has been 
compromised; (2) CPSC has determined 
that as a result of the suspected or 
confirmed compromise there is a risk of 
harm to the security or integrity of this 
system or other systems or programs 
(whether maintained by CPSC or 
another agency or entity) that rely upon 
the compromised information; and (3) 
the disclosure made to such agencies, 
entities, and persons is reasonably 
necessary to assist in connection with 
the CPSC’s efforts to respond to the 
suspected or confirmed compromise 
and prevent, minimize, or remedy such 
harm. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

Records will be entered into a 
database tracking system and given a 
request number. All information will be 
stored electronically and paper requests 
will eventually be destroyed. 
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